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LOTTERY FUNDED






APPLICATION FORM

PLEASE CONFIRM WHICH POSITION YOU ARE APPLYING FOR AND AT WHICH VISITORS’ CENTRE: 
	Job title:
	

	Location:
	


Please complete this form and return to Debbie Johnson, by email, to debbie@audioandcopytyping.co.uk or by post to: HALOW (Birmingham), c/o 5 Snake Terrace, Snake Lane, Alvechurch, B48 7PF
[image: image2.wmf]IF THIS APPLICATION FORM HAS BEEN FILLED IN BY SOMEBODY ELSE ON YOUR BEHALF, PLEASE INDICATE HERE WITH A TICK


An offer of employment will be subject to receipt of satisfactory references, completion of an Enhanced DBS and prison vetting.  A start date cannot be confirmed until this criteria is met.
It is in your interest that information should be clearly legible.

	Surname:


	
	Address (including postcode):
	

	Forename(s):


	
	
	

	Landline:


	
	
	

	Mobile:


	
	
	

	Email address:


	


EDUCATION and QUALIFICATIONS
Please give details of school and college exam passes (for example, part time, full time and correspondence courses), and any other qualifications you may have.

SECONDARY SCHOOL/ COLLEGE/ UNIVERSITY 
EXAM RESULTS (GRADES)

& DATES ATTENDED
	Secondary:

	Courses/ results:

	College:

	Courses/ results:

	University:

	Courses/ results:


OTHER RELEVANT COURSES/ TRAINING ATTENDED & RESULTS OBTAINED, APPLICABLE TO THE POST (continue on separate sheet if required)
	Course provider:

	Name of course & results obtained:

	
	

	
	

	
	


	EMPLOYMENT
Please give details of your employment career starting with your present or most recent employer, together with a brief outline of your responsibilities (continue on separate sheet if required).


	NAME & ADDRESS OF EMPLOYER

	NATURE OF WORK/ RESPONSIBILITIES
	FROM/ TO
	REASON FOR LEAVING

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


	VOLUNTARY WORK - NAME OF ORGANISATION
	NATURE OF WORK
	FROM/ TO
	REASON FOR LEAVING

	
	
	
	


	REASON FOR INTEREST IN POST
Please outline your reason/s for applying for the post with HALOW (Birmingham).  You may continue on a separate sheet if necessary.  It will be important to provide us with your views on what you could bring to the job, taking into account the Job Description and Person Specification.  This information will be used in making selections at the shortlist and interview stages.



	OTHER INFORMATION:
If you are offered this position with HALOW (Birmingham), would you be employed in any other capacity?  If yes, please give details.



	Have you ever been convicted of any criminal offence?  If yes, please give details.



	If offered employment with HALOW (Birmingham) when would you be able to take up the post or confirm how much notice you are required to give to your current employer?



	Please state your current or most recent gross annual salary/ wage?



	Please state how you heard about the post.
Please confirm whether you have a relative and/ or friend who is a prisoner within a UK prison, and confirm in what capacity you are known to them.  Also please confirm in which prison they reside:



	Please provide us with two referees.  Your first referee should be your current or most recent employer and the second should be a past employer.  If you have not worked previously, please provide a referee from your university, college or school and one from someone who is not a relative but has known you for at least 5 years.  Both references will be taken up if you are offered the post. 



Referee 1:

	Name:


	

	Job title:


	

	Email address:


	

	Postal address:


	

	Telephone or mobile number:
	

	In what capacity are you known to them?
	


Referee 2:

	Name:


	

	Job title:


	

	Email address:


	

	Postal address:


	

	Telephone or mobile number:
	

	In what capacity are you known to them?
	


Falsification of information on this form will result in your application not being pursued, or your contract being terminated if you have already been appointed.

I confirm that the details given on this application form are correct and complete.

I understand that I will be required to produce evidence of my identity and certificates/ qualifications to which I have referred to, upon request.
Signed:





Dated:








PLEASE ALSO COMPLETE THE SECTIONS IN RED BELOW
	CONFIDENTIALITY

Basic Principle: HALOW offers confidentiality to enquirers.  Nothing learned from enquirers, including the fact of their visits, will be passed on to anyone outside the HALOW Management Committee without their express permission.

1. Since the enquirer’s approach for assistance is to HALOW rather than to an individual worker, discussion of cases with either colleagues or specialist advisors within HALOW does not constitute passing on details to a third party.

2. Records of interviews with enquirer’s wishes will be kept.  HALOW should however use these records as far as possible to support the enquirer in any legal proceedings.

3. If on rare occasions HALOW is under pressure to breach confidentiality, for any reason whatsoever, the employee should obtain the agreement of the client.

HALOW may be approached by the police for information about an enquirer if they suspect a criminal offence.  HALOW should explain the principle of confidentiality and point out that no information about the enquirer, including the fact of any visit she/ he has made, can be divulged without the enquirer’s express permission.  If a member of staff is when subpoenaed, evidence may have to be given in court.

There may be occasions when a HALOW worker either suspects or is certain that a client is involved in or is about to be involved in a criminal activity.  No criminal offence is committed by someone who fails to pass on knowledge of crime, unless either they do so for reward of some kind or the crime could be construed as an act of terrorism.

· In Scotland ‘cited’ in court.

· In England or Wales: Criminal Law Act 1967

· Scotland: This act does not extend to Scotland but the position is the same under common law.

· Northern Ireland: Criminal Law Act (Northern Ireland) 1967 differs at this point.  Northern Ireland Bureau should consult the Northern Ireland Information Officer if in any difficulty.

· Prevention of Terrorism (Temporary Provisions) Act 1976.

4. In no circumstances should details which could enable an enquirer to be identified, be made public.  HALOW should be willing to make public numbers of callers and statistics of particular type of enquiries with composite or fabricated case histories, which must always be described as such.

5. It is a function of HALOW to draw attention to areas where law and practice warrant review.  In no circumstances however must this involve a breach of confidentiality.

6. When participating in preventative work involving the collection of evidence HALOW must continue to observe strictly the confidential nature of its enquirer’s problem, unless of course, the enquirer has agreed that their experience should be used in order to benefit others.

7. No person other than a member of HALOW Management Committee should be given confidential information about an enquirer without that person’s agreement.

TO BE SIGNED BY ALL PAID AND VOLUNTARY STAFF EMPLOYED BY HALOW (BIRMINGHAM)

SIGNED:





DATE:









	HALOW (BIRMINGHAM)

EQUAL OPPORTUNITIES IN RECRUITMENT MONITORING FORM

HALOW (Birmingham) is an equal opportunities employer and this form has been designed to seek only information which is consistent with our policy.  On appointment, successful candidates will be required to provide HALOW (Birmingham) with the necessary information to set up a personnel file.

HALOW (Birmingham) is fully committed to the active promotion of equal opportunities both in the provision of its services and in its capacity as an employer.  Recruitment and selection procedures and practices throughout the organisation are regularly reviewed to ensure that no group is put to a disadvantage either directly or indirectly (i.e. unintentionally).  To assist us in this process, a monitoring system is maintained with regard to the ethnic origin, gender and disability (if any) of those applying for the posts.

Because of this and for no other reason we would be grateful if you would complete the details as requested below and return this document with your application form.

It will be separated from your application form before any selection process takes place.  In this way, the information you give can in no respect affect the consideration of your application for employment.

Thank you very much for your assistance.

NAME: 













POST APPLIED FOR: 











WHERE DID YOU SEE THE POST ADVERTISED? 







To which of the following groups would you describe yourself as belonging to? (Tick box)

( European

( Afro Caribbean

( Asian


( Other

HALOW (Birmingham) wishes to encourage people with disabilities to apply for jobs – all information will be treated with confidence.

Do you consider you have a disability or ongoing medical condition that we need to be aware of?

( Yes


( No

If yes, what is the nature of your disability/ ongoing medical condition and whether you require regular medication (please state below)? 











Please let us know if you require special facilities or assistance at the interview or with any aspect of the job



Privacy Notice for Job Applicants 

In accordance with the General Data Protection Regulation (GDPR), we have implemented this privacy notice to inform you, as prospective employees of our Company, of the types of data we process about you. We also include within this notice the reasons for processing your data, the lawful basis that permits us to process it, how long we keep your data for and your rights regarding your data.

A) DATA PROTECTION PRINCIPLES
Under GDPR, all personal data obtained and held by us must be processed according to a set of core principles. In accordance with these principles, we will ensure that:

a) processing is fair, lawful and transparent 

b) data is collected for specific, explicit, and legitimate purposes

c) data collected is adequate, relevant and limited to what is necessary for the purposes of processing

d) data is kept accurate and up to date. Data which is found to be inaccurate will be rectified or erased without delay

e) data is not kept for longer than is necessary for its given purpose

f) data is processed in a manner that ensures appropriate security of personal data including protection against unauthorised or unlawful processing, accidental loss, destruction or damage by using appropriate technical or organisation measures

g) we comply with the relevant GDPR procedures for international transferring of personal data

B) TYPES OF DATA HELD

We keep several categories of personal data on our prospective employees in order to carry out effective and efficient processes. We keep this data in recruitment files relating to each vacancy and we also hold the data within our computer systems, for example, recruitment logs.

Specifically, we hold the following types of data:

a) personal details such as name, address, phone numbers;

b) name and contact details of your next of kin;

c) your photograph;

d) your gender, marital status, information of any disability you have or other medical information;

e) right to work documentation;

f) information on your race and religion for equality monitoring purposes;

g) information gathered via the recruitment process such as that entered into a CV or included in a CV cover letter;

h) references from former employers;

i) details on your education and employment history etc;

j) driving licence;

k) criminal convictions.

C) COLLECTING YOUR DATA

You provide several pieces of data to us directly during the recruitment exercise.

In some cases, we will collect data about you from third parties, such as employment agencies, former employers when gathering references or credit reference agencies.

Should you be successful in your job application, we will gather further information from you, for example, your bank details and next of kin details, once your employment begins.

D) LAWFUL BASIS FOR PROCESSING

The law on data protection allows us to process your data for certain reasons only. 

The information below categorises the types of data processing we undertake and the lawful basis we rely on.

	Activity requiring your data
	Lawful basis

	Carrying out checks in relation to your right to work in the UK
	Legal obligation

	Making reasonable adjustments for disabled employees
	Legal obligation

	Making recruitment decisions in relation to both initial and subsequent employment e.g. promotion
	Our legitimate interests

	Making decisions about salary and other benefits
	Our legitimate interests

	Making decisions about contractual benefits to provide to you
	Our legitimate interests

	Assessing training needs
	Our legitimate interests

	Dealing with legal claims made against us
	Our legitimate interests

	Preventing fraud
	Our legitimate interests


E) SPECIAL CATEGORIES OF DATA

Special categories of data are data relating to your:

a) health

b) sex life

c) sexual orientation

d) race

e) ethnic origin

f) political opinion

g) religion

h) trade union membership 

i) genetic and biometric data.

We carry out processing activities using special category data:

a) for the purposes of equal opportunities monitoring

b) to determine reasonable adjustments

Most commonly, we will process special categories of data when the following applies:

a) you have given explicit consent to the processing 

b) we must process the data in order to carry out our legal obligations 

c) we must process data for reasons of substantial public interest

d) you have already made the data public. 

F) FAILURE TO PROVIDE DATA

Your failure to provide us with data may mean that we are unable to fulfil our requirements for entering into a contract of employment with you. This could include being unable to offer you employment, or administer contractual benefits.

G) CRIMINAL CONVICTION DATA

We will only collect criminal conviction data where it is appropriate given the nature of your role and where the law permits us. This data will usually be collected at the recruitment stage, however, may also be collected during your employment. We use criminal conviction data to determine your suitability, or your continued suitability for the role. We rely on the lawful basis of obtaining an Enhanced DBS and prison vetting to process this data.

H) WHO WE SHARE YOUR DATA WITH

Employees within our company who have responsibility for recruitment will have access to your data which is relevant to their function. All employees with such responsibility have been trained in ensuring data is processing in line with GDPR.  

Data is shared with third parties for the following reasons: Shortlisting of applicants, interviewing purposes & training of new employees

We may also share your data with third parties as part of a Company sale or restructure, or for other reasons to comply with a legal obligation upon us. We have a data processing agreement in place with such third parties to ensure data is not compromised. Third parties must implement appropriate technical and organisational measures to ensure the security of your data.

We do not share your data with bodies outside of the European Economic Area.

I) PROTECTING YOUR DATA

We are aware of the requirement to ensure your data is protected against accidental loss or disclosure, destruction and abuse. We have implemented processes to guard against such. 

J) RETENTION PERIODS

We only keep your data for as long as we need it for, which, in relation to unsuccessful candidates, is six months to a year. 

If your application is not successful and we have not sought consent or you have not provided consent upon our request to keep your data for the purpose of future suitable job vacancies, we will keep your data for six months once the recruitment exercise ends.

If we have sought your consent to keep your data on file for future job vacancies, and you have provided consent, we will keep your data for nine months once the recruitment exercise ends. At the end of this period, we will delete or destroy your data, unless you have already withdrawn your consent to our processing of your data in which case it will be deleted or destroyed upon your withdrawal of consent.

Where you have provided consent to our use of your data, you also have the right to withdraw that consent at any time. This means that we will stop processing your data and there will be no consequences of withdrawing consent.

If your application is successful, your data will be kept and transferred to the systems we administer for employees. We have a separate privacy notice for employees, which will be provided to you.

K) AUTOMATED DECISION MAKING

Automated decision making means making decision about you using no human involvement e.g. using computerised filtering equipment. No decision will be made about you solely on the basis of automated decision making (where a decision is taken about you using an electronic system without human involvement) which has a significant impact on you.

L) YOUR RIGHTS 

You have the following rights in relation to the personal data we hold on you:

a) the right to be informed about the data we hold on you and what we do with it;

b) the right of access to the data we hold on you. We operate a separate Subject Access Request policy and all such requests will be dealt with accordingly;

c) the right for any inaccuracies in the data we hold on you, however they come to light, to be corrected. This is also known as ‘rectification’;

d) the right to have data deleted in certain circumstances. This is also known as ‘erasure’;

e) the right to restrict the processing of the data; 

f) the right to transfer the data we hold on you to another party. This is also known as ‘portability’;

g) the right to object to the inclusion of any information;

h) the right to regulate any automated decision-making and profiling of personal data.

In addition to the above rights, you also have the unrestricted right to withdraw consent, that you have previously provided, to our processing of your data at any time. Withdrawing your consent means that we will stop processing the data that you had previously given us consent to use. There will be no consequences for withdrawing your consent. However, in some cases, we may continue to use the data where so permitted by having a legitimate reason for doing so.

If you wish to exercise any of the rights explained above, please contact Bridget Cameron, Vice Chair Board of Directors c/o debbie@audioandcopytyping.co.uk 

M) MAKING A COMPLAINT

If you think your data rights have been breached, you are able to raise a complaint with the Information Commissioner (ICO). You can contact the ICO at Information Commissioner's Office, Wycliffe House, Water Lane, Wilmslow, Cheshire SK9 5AF or by telephone on 0303 123 1113 (local rate) or 01625 545 745.

N) DATA PROTECTION COMPLIANCE

Our appointed compliance officer in respect of our data protection activities is:

Debbie Johnson – Administrator, HALOW (Birmingham), c/o 5 Snake Terrace, Snake Lane, Alvechurch B48 7PF

Mobile – 07711 867432  
Email – debbie@audioandcoptytyping.co.uk







Help & Advice Line For Offenders’ Wives, Partners & Families

Registered Charity Number 1150445
Charitable Company Number 8248116

We are an equal opportunities employer
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